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Digital Data Marketplace
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Modules of the policy compliance detection architecture
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Procedures of the policy compliance detection architecture

* A profile and a pre-trained IDS model are built for every uniquely /" Gompute Object //

identifiable compute object

* |nitially trained in a secure environment and allow reuse [Generatepmmind oS o | | Reusepmmind o5 movel <

* Distribute the profile and IDS model to endpoint execution platforms in

a secure channel Securely dismite o engpont
 Monitor, analyse and verity in endpoint platforms in real time =
* Gather the new monitoring data and periodically re-training to increase | Reamvrgf‘f‘ggt?‘i’tgrand |

generalization of the IDS model  Profloand model eraining
N7 O 'Cmm TNO cicha [Jod W K SAE”Z 3?"6"3?*’?'" -

e b e O E}{CHANGEWELL AIR FRANCE*KLM Multiscale Networked Systems

Acknowledgements: This research is funded by the Dutch Organization for Scientific Research (NWO) under contracts 628.009.014 (SSPDDP project) and 628.001.001 (DL4LD
project).



